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(57) ABSTRACT

A video transmission method in which temporarily recorded
video data are partially transmitted to a video data backup
unit. In this case event-based identification data are concomi-
tantly recorded during the temporary recording and only
video data identified by identification data are transmitted to
the video data backup unit.
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METHOD FOR TRANSMITTING VIDEO
DATA

The present invention relates to what is claimed in the
preamble and accordingly relates to the transmission of video
data.

The surveillance of specific regions using video cameras is
increasingly gaining in importance because, firstly, the qual-
ity of the image data recorded using cameras is increasing,
such that the meaningfulness of the images is increasing and,
secondly, there is an increasing security requirement or acqui-
sition of video data is even prescribed in some instances. In
this case, it has already become common for video data firstly
to be buffer-stored temporarily at the location of recording.
The buffer-stored data then have to be transmitted at a given
time in order to be able to archive them permanently or at least
for a relatively long period of time.

While the actual storage is readily possible on account of
the data memories that are less and less expensive to procure,
problems exist to the effect that the data also have to be
transmitted in the simplest possible manner. This constitutes
a considerable problem particularly when data from a multi-
plicity of recording units have to be backed up in the shortest
possible time. This is the case particularly when recording
takes place in a mobile unit such as a bus and the temporary
memory of said unit is intended to be read at specific loca-
tions, such as a bus station, to be precise in a limited time.
Similar problems also arise, for instance, in the case of rail-
road connections if data from trains are intended to be backed
up during the stop at railroad stations.

It is desirable to be able to back up video data even when
the data channels available for data backup have a greatly
limited bandwidth or are available only temporarily.

It is already known to compress video data prior to record-
ing or transmission.

The object of the present invention consists in providing
something novel for industrial application.

This object is achieved in the manner claimed in indepen-
dent form.

According to a first aspect of the present invention, there-
fore, a video data transmission method is proposed, wherein
temporarily recorded video data are partially transmitted to a
video data backup unit, wherein event-based identification
data are concomitantly recorded during the temporary record-
ing and only video data identified by identification data are
transmitted to the video data backup unit.

The term video data here denotes image sequences having
a fixed or varying image refresh frequency, in particular, but
not mandatorily, having an image refresh frequency sufficient
for representing image sequences having a continuous effect,
and with or without sound; in the case of sound recording, a
sound track can likewise be (concomitantly) identified.

The invention therefore makes use of the insight that, for
the majority of recorded data, in general as early as during
recording it is possible to forecast which parts of a recording
will have particular significance. In this case, the temporary
recording of all the video data at the same time ensures that if
necessary regardless of a forecast—which possibly proves
not to be completely correct in an individual case—neverthe-
less all the video data are available after a specific time. This
achieves an error tolerance which firstly enables high security
against data gaps and secondly enables very fast transmission
of recorded video data.

The video data transmission method of the present inven-
tion is particularly advantageous in mobile units such as
buses, which acquire data over a long period of time without
particular incidents being expected, and which communicate
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with the control center only infrequently; in this case,
although it is possible, in principle, to establish communica-
tion between a control center and a recording device remote
from the control center via public networks such as the GSM
or UMTS network, the costs to be incurred for this are typi-
cally prohibitive particularly in the case of large volumes of
data to be transmitted.

It is therefore preferred if the communication is effected in
bus stations or similar locations where communication via
WLAN or the like is possible. Moreover, in this regard, ref-
erence should be made to the property right WO 2009/039818
A2.

However, it is also possible to provide, instead of or in
addition to wireless transmission, a backup on a mobile stor-
age medium, such as a USB stick or an exchangeable memory
card, or to use such a medium for this purpose. In such a case,
the recorded data are typically transmitted from the tempo-
rary memory in the camera to the exchangeable (buffer-)
storage medium, provided that they are intended for this
purpose in accordance with identification. The identification
of the data here allows the volume of data that are to be
recorded to be significantly reduced and, moreover, the trans-
mission times thus to be shortened. The fact that data already
backed up or data archived in accordance with identification
are preferably firstly also held in the memory of a camera
should be mentioned.

In one particularly preferred variant of the invention, the
video data are identified for later backup if the device is
situated at a specific location, which can be detected by means
of GPS signals, for example; alternatively and/or additionally
it can be demanded that an identification be effected if the
ambient loudness deviates from an expected standard value,
which may be the case firstly if, for instance in buses or the
like, the ambient loudness increases to an excessively great
extent, or else if, for instance in machine halls or the like, a
decrease in the ambient loudness indicates defects; further-
more, alternatively and/or additionally, in particular in the
case of means of transport, an identification of video data for
later archiving can be effected depending on a door opening,
for example a passenger entrance door opening, and/or it can
be provided that video data are provided for the identification
upon actuation of a panic button and/or non-actuation of a
dead man’s button. The fact that moreover, in particular GPS
data are preferably concomitantly recorded should be men-
tioned.

The combination of a plurality of criteria for generating the
identification which brings about an automatic archiving or
transmission should be mentioned as preferred. This combi-
nation can have recourse to Boolean operators, to fuzzy logic,
etc. Such a combination can be performed either during the
video data recording or, e.g. depending on transmission chan-
nel bandwidth or the like, during a transmission phase.

It is furthermore possible also to identify video data
remotely for alater backup. This can be particularly expedient
in public buildings, in which case overwriting of data which
are recorded for instance during an emergency situation can at
the same time preferably be prevented.

Furthermore, it should be pointed out that a video data
identification can also be prevented under specific conditions.
Thus, for instance in the case of relatively large industrial
areas, a video data recording can preferably be prevented
where a works bus travels past an area which is closed off per
se and images of which are accordingly also intended to be
made accessible only to a restricted group of people.

It should be pointed out that it is particularly preferred not
only to transmit those video data which themselves are iden-
tified on account of events detected during their recording, but
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furthermore in particular also to provide data concomitantly
for transmission shortly before or after a phase recognized as
particularly important. For this purpose, either a recording
already effected can be modified by altering the identification
data, for example an identification flag; this can take place
before the actual transmission. Alternatively and/or addition-
ally, itcanbe ensured during transmission that, if appropriate,
data are concomitantly transmitted before and/or after an
identification. This is advantageous, for instance, where a
compression is effected in such a way that, for representing
complete images, transmission of image data that arose a
relatively long time ago is necessary, for instance because
irrelevant image regions are recorded only infrequently. This
allows the use of the invention with a plurality of compression
methods. Attention shall be drawn, in particular, to the
MxPEG compression in the present invention as a preferred
embodiment.

Moreover, in one preferred variant, it can be provided that
the volume of video data before or after the triggering of an
identification which is to be concomitantly transmitted
regardless of an event not detected during their recording is
dependent on the reason for the data identification. It is par-
ticularly preferred, therefore, if the reason for identification
or marking is concomitantly acquired. It is then possible to
ensure that, if appropriate, acquired data are concomitantly
transmitted in a sufficient volume, for instance before the
actuation of a panic button, because a situation typically
escalates prior to the actuation thereof, while a shorter period
of time is chosen in the case of the opening or closing of
entrance doors of a bus.

It is also therefore particularly preferred if earlier video
data are subsequently modified for a later transmission in
response to an identification of current video data that is
effected after the recording of the earlier data. In order to
ensure this in terms of hardware, possibilities are preferably
provided to the effect that, in real time, that is to say during an
ongoing recording, video data recorded earlier are read in
once again from the temporary memory and are modified. For
this purpose, the internal memory requires a sufficiently fast
link to a camera processor and the latter requires a sufficient
processor power.

Protection is also claimed for a camera arrangement of the
present invention.

The invention is described below merely by way of
example with reference to the drawing, which illustrates by
means of

FIG. 1 an arrangement according to the present invention.

According to FIG. 1, an arrangement 1 designated gener-
ally by 1, for performing a video transmission method,
wherein video data recorded temporarily in a memory 2 are
partially transmitted to a conventional video data backup unit
3 not necessarily belonging to the arrangement of the inven-
tion, wherein event-based identification data are concomi-
tantly recorded during the temporary recording and only
video data identified by identification data are transmitted to
the video data backup unit 3, comprises, alongside the
memory 2, a central data processing unit 4, into which input
data from an image sensor 5, a door opening status signal
transmitter 6, a GPS receiver 7 and a microphone 8 are fed at
inputs 4.5, 4.6, 4.7 and 4.8. The central data processing unit 4
communicates with the memory 2, configured here as a dual-
port memory, via a data bus 9 and with the video data backup
unit 3 via a conventional WLAN interface.

The unit 1 forms a digital video camera for recording
high-resolution images 1, here in a mobile drivable system,
which is described by way of example as a bus.
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The storage capacity of the memory 2 suffices here to store
the video data from a week; in this case, in the example here,
it should be assumed at the same time that daily archiving of
the video data determined for this purpose by identification is
effected. The storage capacity of the memory 2 thus suffices
in the exemplary embodiment discussed as preferred to store
significantly more video data than arise between two
archiving times.

The video data backup unit 3 external to the camera serves
as a long-term archive for video data. It should be pointed out
that, as usual in the prior art, cyclic overwriting of the memory
areas provided in the video data backup unit 3 is possible.
Preferably, the video data backup unit 3 is designed to store all
data at least as long as they are also held available in the
temporary memory 2 of the video camera.

In the present case, the central data processing unit 4 is
formed as a program-controlled microprocessor having a
multiplicity of input/output interfaces, in the present case in
particular the interfaces 4.5 to 4.8, wherein in this respect, if
appropriate, the signals can be conditioned in the units 5to 8,
indicated by conditioning stages 5a to 8« at the units 5 to 8.
The conditioning is effected such that, at the interfaces 4.5 to
4.8, a digital signal is respectively provided which is repre-
sentative of the video data, the door opening status detected
by sensor 6, the GPS position determined by means of the
GPS system 7, and the noise level detected by means of the
microphone 8. In this case, conventional data formats known
per se in the prior art can readily be used.

The central data processing unit 4 is now designed to
provide the data stream of the video data obtained from the
image sensor 5 at the input 4.5 with an identification depen-
dent on the signals obtained at the inputs 4.6 to 4.8. For this
purpose, in the case of those obtained at input 4.8, for the
sound signals picked up by means of the microphone 8, it is
determined whether the signal is representative of an exces-
sive loudness. If a specific threshold value is exceeded, indi-
cated at 4.8a, a marker, flag 1, is set to 1; otherwise no
marking is set.

The signals obtained by means of the GPS sensor 7 and the
current position, represented as X, y in FIG. 1, cf. reference
numeral 4.7a, are compared with previously stored positions
by the central data processing unit 4. For this purpose, the
central data processing unit can have an internal memory for
such comparison positions (not shown) and/or communicate
with an external data memory in a suitable manner. If a
current position, as detected by the GPS sensor 7, corre-
sponds to a previously stored position known as critical, or
region identified as critical, a flag 2 is set to 1; otherwise this
flag acquires the value 0.

The central data processing unit 4 furthermore obtains
information about whether a door of the bus monitored by
means of the camera in the interior is opened for passengers to
enter or exit. If the door is open, a marking, flag 3, is set to 1;
otherwise it acquires the value O.

It goes without saying that, for generating a door opening
signal, suitable contacts can be provided on the door and/or a
door opening request can be generated by a button to be
actuated by the driver and/or a passenger; therefore, there are
a large number of different possibilities of realization for
sensor 6.

The central data processing unit 4 is then designed to
provide the video data 5, if appropriate after compression,
with a header, in which firstly the recording time t, repre-
sented in FIG. 1 as a sequential number I to X, and secondly
flags 1 to 3 are coded and which is written to the memory 2
with the video data via the interface 9. It is possible to record
further data, e.g. the GPS position during recording, etc.
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The central data processing unit 4 has a data processing
capacity that suffices to receive data simultaneously at the
inputs 4.5 to 4.8, to perform the described assessment of the
signals received at the inputs 4.6 to 4.8, to generate the header,
to store all the video data with the header characterizing them
at the memory 2 via the interface 9, to read out data from the
memory 2 upon request via a radio link 10 from a video
archive, to ascertain on the basis of the header read out
whether at least one of the markings is set, that is to say to
ascertain whether at least one of the flags 1 to 3 has the value
1 for a specific video datum, and, if this is the case, to provide
the video data thus identified for a transmission via the
WLAN link 10 to the archiving unit 3.

The way in which the arrangement is used will be described
below on the basis of an example in which the bus in which the
camera 1 is arranged travels along a known line route.

Firstly, video data are recorded, without the bus traveling
through a region known as critical, a passenger entering or
exiting, and without excessive noise occurring inside the bus,
cf. the flags under I.

Subsequently, a passenger enters or exits, cf. II. The cor-
responding video data are accordingly identified. The bus
then travels further, without special incidents occurring, cf.
III. The bus then travels through a line section which, for
instance because it is situated in social trouble spots, is known
as critical, cf. IV. The corresponding data are identified and
thereby provided later automatically for a transmission, as
long as the bandwidths available upon archiving are suffi-
cient; in the case of greatly limited bandwidths, the video data
IV and V and also VI are not yet transmitted; the evaluation of
the identification can thus be performed in a manner depen-
dent on bandwidth. At the time VII, the door is then opened at
a critical line section, which leads to an identification by the
setting ofthe flag 3, such that the corresponding video data are
provided later for the transmission and are archived.

The remaining video data are recorded without particular
events and, accordingly, do not have to be transmitted.

The method described makes it possible to perform
archiving of images of the bus interior which are acquired in
critical sections. Moreover, all passengers entering and exit-
ing are archived without any problems. In general, this
already ensures that the surveillance data can be evaluated
centrally, damages to the bus fittings resulting from vandal-
ism are typically caused in critical areas and with increased
loudness. The corresponding image data are likewise trans-
mitted automatically. In general, it can thus readily be deter-
mined when and where a person who disrupted the operation
of'the bus entered the bus. By contrast, if a situation is present
in which damage was caused by vandalism, without the cor-
responding video data having been recorded, it is still pos-
sible subsequently to search the temporary memory as aresult
of the relatively long storage of the data.

It can thus be ensured that, firstly, surveillance data that are
actually required are archived with high probability, but that,
secondly, this not, however, being absolutely necessary but
indeed being preferred, even in the case where the expected
indications of critical situations were not sufficient, enough
video data are still available and, if appropriate, can still be
transmitted upon separate request.

It should be pointed out that the video data can be recorded
in the form of images that succeed one another in rapid
succession and, if appropriate, cannot be reproduced fluidly,
different resolutions are possible for different regions, a con-
tinuous recording of a sound track is possible, but the sound
track recording is not absolutely necessary, and that, more-
over, the sensors used here by way of example are not restric-
tive.
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The invention claimed is:

1. A transmission method for video data acquired in a
mobile unit over a long time and communicated to a control
center only infrequently via data channels having a limited
bandwidth, the method comprising:

partially transmitting temporarily recorded video data to a

video data backup unit; and

concomitantly recording event-based identification data

during the temporary recording and transmitting only
video data identified by identification data to the video
data backup unit,

wherein all video data is stored temporarily in a memory

sufficient to store more video data than arise between
two archiving times,

identification data used to identify video data for backup is

provided at time of recording or at a later stage,

an evaluation of the identification is effected in a band-

width-dependent manner, and

data identified is transmitted while data not transmitted is

maintained in the temporary storage.

2. A transmission method according to claim 1, wherein
identification data indicating a backup requirement are gen-
erated in response to the actuation of a button.

3. The video data transmission method as claimed in claim
1, wherein the video data are recorded in a bus or train.

4. The video data transmission method as claimed in claim
3, wherein the video data are transmitted by radio, preferably
via a WLAN connection and/or a GSM or UMTS network.

5. The video data transmission method as claimed in claim
4, wherein a plurality of different triggers are provided for a
data identification indicating the video data backup necessity
and a differentiation between different triggering reasons is
made by the identification.

6. The video data transmission method as claimed in claim
4, wherein a video data recording can be activated remotely
by at least security forces in a police control center.

7. The video data transmission method as claimed in claim
4, wherein a video data identification can be deactivated.

8. The video data transmission method as claimed in claim
4, wherein upon identification of video data for the transmis-
sion, video data recorded shortly before and shortly after the
beginning of an identification are also concomitantly trans-
mitted, in particular in order to ensure complete image con-
tents upon video data compression.

9. The video data transmission method as claimed in claim
8, wherein the volume of video data acquired shortly before or
shortly after a transmission identification is determined
depending on the identification reason.

10. A video data transmission method according to claim 1,
wherein video data with identification data indicating a
backup requirement are recorded in response to a recording
location, in particular a location determined by GPS signals,
an ambient loudness, a door opening status and/or a panic or
dead man’s button actuation.

11. The video data transmission method as claimed in
claim 1, wherein the video data backup unit is arranged in a
control center that communicates with a plurality of units that
record video data, the control center being included in at least
a bus station.

12. The video data transmission method as claimed in
claim 1, wherein the video data are stored or buffer-stored for
backup on a USB stick.

13. A video camera for performing a method as claimed in
claim 1 comprising a temporary memory, an input for iden-
tification signals and an output for identified video data,
wherein provision is made of a selection stage for the recog-
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nition of a video data identification of stored data and the
selection of identified video data for the transmission.

14. A transmission method for video data acquired in a bus
over a long time and communicated to a control center only
infrequently, namely on a daily basis via data channels having
a limited bandwidth, the method comprising:

partially transmitting temporarily recorded video data to a

video data backup unit; and

concomitantly recording event-based identification data

during the temporary recording and transmitting only
video data identified by identification data to the video
data backup unit,

wherein all video data is stored temporarily in a memory

sufficient to store video data for a week and thus suffi-
cient to store more video data than arise between two
archiving times,
part of the identification data used to identify video data for
backup is provided at time of recording while another
part of the identification data is provided after the
recording of the video data identified at a later stage,

an evaluation of the identification is effected in a band-
width-dependent manner, and

data identified is transmitted while data not transmitted is

maintained in the temporary storage.

15. The video data transmission method as claimed in
claim 14, wherein the video data are transmitted a WLAN
connection.
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16. The video data transmission method as claimed in
claim 15, wherein a plurality of different triggers are provided
for a data identification indicating the video data backup
necessity and a differentiation between different triggering
reasons is made by the identification.

17. The video data transmission method as claimed in
claim 15, wherein the identification data provided at a later
stage after the recording of the video data identified is pro-
vided by modifying a recording already effected in response
to an identification of current video data.

18. The video data transmission method as claimed in
claim 17, wherein upon identification of video data for the
transmission, video data recorded shortly before and shortly
after the beginning of an identification are also concomitantly
transmitted, in particular in order to ensure complete image
contents upon video data compression.

19. The video data transmission method as claimed in
claim 17, wherein the volume of video data acquired shortly
before or shortly after a transmission identification is deter-
mined depending on the identification reason.

20. A video camera for performing a method as claimed in
claim 14 comprising a temporary memory, an input for iden-
tification signals and an output for identified video data,
wherein provision is made of a selection stage for the recog-
nition of a video data identification of stored data and the
selection of identified video data for the transmission.
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